
​IMTLazarus integrationmanual withMicrosoft Azure

To activate the integration withMicrosoft wewill need the following requirements:

an IMTLazarus account with Administrator permissions.

An account with access to theMicrosoft Tenant.

Step 1: We access the Azure portal with the Administrator user through the following link:
https://portal.azure.com/

Once inside, wewill see a screen similar to this one.Wewill click onAzure services »Azure Enter ID:
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On the next screen, click onApplication logs

It will show us the list of applications, if any.We click onNew registration

Now it is very important that we fill in the 3 fields:

Name: IMTLazarus (it is optional, but it should be called that way)

Account types: MANDATORY TO CHOOSE THE FIRST OPTION, ACCOUNTS OF THIS
ORGANIZATIONAL BOARD

Redirect URI: https://XXXXX.imtlazarus.com/lazarus/mlogin.php (XXXXX is our IMTLazarus tenant)

Redirect URI 2:https://internal.imtlazarus.com/lazarus/api/ios-multiuser-login/mlogin.php (with this
direction, we would allow different students to use the same iPad device and apply their corresponding settings)

Oncewe have the data filled in, click onRegister
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After completing the application registration, it shows us an information screen. Later we will use the
Application ID (client) and the Directory ID (tenant) so we copy them into a temporary document, and now
we clickAuthentication

By default theImplied grant It is unchecked, we activate both optionsAccess tokens andTokens are id.And
we don't forget to giveKeep on top

Finally, we go toCertificates and secrets and click onNew client secret
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As a description we put IMTLazarus andwe tell you that expiresmaximum time, we clickAdd

The new secret appears already configured

Note: It is very important to copy the Secret VALUE NOW to the temporary document
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We return to the menu and click API permissions » Add a permission » Microsoft Graph
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We added the following permissions:

» Delegated permissions

● Device
○ Device.Read

● Family
○ Family.Read

● User
○ User.Read
○ User.ReadBasic.All

» Application Permissions

● AppCatalog
○ AppCatalog.Read.All
○ AppCatalog.ReadWrite.All

● Channel
○ Channel.Create

● Device
○ Device.Read.All

● Directory
○ Directory.Read.All

● Domain
○ Domain.Read.All

● Group
○ Group.Read.All

● Member
○ Member.Read.Hidden

● TeamsTab
○ TeamsTab.Create
○ TeamsTab.Read.All
○ TeamsTab.ReadWrite.All
○ TeamsTab.ReadWriteForTeam.All

● User
○ User.Read.All

Finally, we grant administrator consent
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We are done with the Azure portal. We now go to our IMTLazarus panel and enterAdministrator Menu »
Setting » Integration »Microsoft and fill out the tabAzure link data and the tabSign in withMicrosoftwith
the information from the Azure portal

We carry out the configuration in the following way:

IMTLazarus Microsoft Azure (value shown in the screenshots)

Application ID (Client) Application ID (client) 11111111-1111-1111-1111-111111111111

Directory ID (Tenant) Directory ID (tenant) 22222222-2222-2222-2222-222222222222

Client Secret The value of the generated
secret

-pUgu@0]?Ecepqj179z@wgT@]LWcXMeN

Once the 3 information fields are filled in, all we have to do is check the box Active Link and Sign in with
Microsoft and press the save settings button.
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